


Parent Sunv:e%/s - K.exé }Lndingﬁ

o In our school, most children use a tablet or iPad to access the internet
at home {Ullnw,ed b% children burno/wing an oadults desrice.

« 9/3% U{ par,ent/s/carz,ens haowyve set up /s.e,curit% /s,etthgzs on the desvices
their children are Ju/sing.

. During the meek, epeiy children are /spznding | - A hours per nighi online.
» 35% 0} children are /spzndi.ng A - 3 hours online each dx:ué at the weekend.
« 47.5% talk to your child(ren) about being safe online.

« 95% 0% Ay Ol hare rules in Ay oML homes about using the internet or bzing
online.

» 95% U% Mo children use Youlube as the primané AOMILL U{ sociol media.

« 0% Uff Ay O AL would Like more Ln{ﬁrmaiiﬂn about how o /suppurt MY OALT
child mrith talking fo Ay O AL about a online ﬁa{zt% CONCLIN.




Summary of parental concerns (3 — 17 yr-olds)

Parental concerns

Sharing personal information online Exposure to inappropriate content
= 65% Them giving out personal 75% Seeing adult or sexual content
details to inappropriate people

" 62% Companies collecting information l
about what they are doing online

77% Seeing any other type of
inappropriate content

Experiencing harm or detriment Reputational damage

70% Them being bullied online/cyberbullying I 55%
o 68% Seeing content which encourages them to hurt or harm themselves ’ Damaging their reputation

599, The possibility of them being influenced by extreme views online either now or in the future

% Parents whose child age 3-17 goes online

51% The pressure on them to spend money online

Source: Children and parents: media use and
attitudes report 2024




Are you CONFIDENT to TALKTOYOUR CHILD?
Is your child confident to TALK TOYOU?

1in 5 parents said their child told them about something they’d seen online that scared or upset them

Action taken (%) Are there any areas you
o would not feel confident or
o i | N comfortable to discuss?
- Talked to child Advised child to Advised child to Reported to the Setupfilters or Sought advice on ‘
ottt vecrannepe sepeniern ottt S, it
e —"——p—" Sreaelrgy i sper
mAgedS-7 82 39 51 27 27 17 ey >tage 2 cnildren a
:ﬁf;:s = = > = 2 - Hayfield Cross nearly all
= Aged 16-17 7 @ ) 7 0 5 said they would feel happy

to talk to a parent/trusted
adultif an issue arose.

Younger children are more likely to tell someone if they see something worryiny
or nasty online:
* Two-thirds of 8-11-year-olds say that they would always tell someone
(66%)
* Almost half of 12-155 and 16- 175 (49% and 45% respectively).

rce: Children and parents: media use and
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SafeguardED

YOU don’t need to be an
EXPERT

« It's your choice - Don't let others dictate when the right time is to use tech.
stand firm with your beliefs and boundaries.

« Stay involved — make time to communicate, talk about what they are doing.
What do they enjoy? What makes them laugh?

« Don't quiz them — have regular conversations. What's their favourite app?
What is the best site to learn new things from?

« Joinin - watch them play a game and join in. Who are they playing with? Do
they know the other players?

 ‘Show me how..." — ask their advice to help you with your privacy settings, whi
you should add as a friend, are there any risks?

+ Lead by example - children learn as much from watching as they do from
being told not to do something, so model good behaviour

« Reassure them - tell them that they won't getin trouble and that you are
always there to help.

LGfL’



TALKING TO CHILDREN ABOUT LIFE ONLINE

£ Discussion Guide

Find conversation starters, story time ideas and top tips to
reinforce key safety messages at parentsafe.lgfl.net

e, 's l‘.
cnfidrel Be | connect
winaful | '

—_yy .
Thorn have 18 topic-based
discussion guides with
questions to help start
conversations!

PARENTSAFE

eping your children safe: onling,& beyond



HOW MUCH DO YOU KNOW about your child’s life online?

Proportion who go online, by age

96%
84%

Age 3-4 o-7

Almost all children (96%) aged 3 — 17 went online in 2023, highlighting the
centrality of the internet in their lives:

* Younger children commonly use tablets to go online

* Older children are more likely to use mobile phones

Source: Children and parents: media use and




Have you set up parental CONTROLS/PRIVACY SETTINGS
for ALL DEVICES and NETWORKS?

* Controls have to be set up on both the broadband connection
AND each individual device

* These do not come as standard so it's worth checking

* They are important because they allow you to:
» Block and filter upsetting or inappropriate content or sites

* Plan what time and how long your child can go online for

Parental controls and privacy settings quides | Internet Matters




\50“ Parental control apps like Google Family Link, Screen Time and Microsoft Family can let
7 you set limits across devices, apps and platforms

SAFE SETTINGS, CONTROLS & MONITORING

Apple, Android and Microsoft have tools to help you control what younger children can use and how long for. Click the images below for details.
Once they are older and have your trust, the same tools can help avoid arguments and help them learn to self-regulate (how long have they really
been on insta today? have they put down the phone at all in the last week?).
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Apple Screen Time Google Family Link Microsoft Family Safety

Great for both parental controls and teen Digital Wellbeing is the next step for the There are no self-regulation features for
self-regulation older ones after Family Link older teens, but Family Safety is great for the
younger ones

Visit parentsafe.lgfl.net/ for additional advice and tips on settings and controls for all




DoYOU know HOW TO REPORT to apps / sites?

Internet Matters has helpful
Step-by-step Guides guides for social media apps and
sites at
internetmatters.org/parental-
controls/social-media

Click on the guides for step-by-step instructions to set controls on popular devices.

Social media

Popular Parental control guides

o  ©

Search our step by step guide




Age Ratings

Undoubif,dbé/, usmgzdﬂﬁmwxdte&mdog%/moﬁa\@mgﬁqp
some well- deserved, dowan time.

Eveml({lgounchildjl&ﬂfwcor\r\ed/ag@, gmmag/mok@ﬂweded&omﬂwb

NSPCC




NSPCC - Techosaurus

There are lots conmer\sahon&obouiv

or\lmf/sqj:eiué/ Onﬁlo? L&Tedwsmusafromﬂw NSPCC.

Techosaurus Saves the School! - YouTube

Thmm%ek&gm&seogmﬂwtweshmoboubb&ngso}eomob
HWCP@S&




Wh&tsApp

is the minimum
age for account
holders on these
social media
sites and apps.

Xbox Live
Account

age for account holders
ia,sites and apps.

PSN Online
Account




child-like settings

comical violence

language more suitable
for young children

Just Dance
FIFA

DiRT Rally

Animal Crossing

some scenes or sounds
that could be frightening

mild forms of violence
(non-realistic or with
no detail)

Minecraft
Roblox
Among Us

Lego Series

12

PEGI 12

violence of a slightly

graphic nature involving
fantasy characters

suggestive activities
or language

gambling
mild bad language

Sims
Fortnite
Dragon Ball FighterZ

Super Smash Bros. Ultimate

16

PEGI 16

violence and adult
content that looks
like real life

bad language

scenes demonstrating the
use of tobacco, alcohol
or illegal substances

Marvel's Avengers
Battlefield 2042
Halo Infinite

Marvel’s Spider-Man




What about WHATSAPP?
Do you know the minimum age to use this? What are the risks? @

Unwanted contact

Inappropriate
content

Location sharing
Cyberbullying

Oversharing

WhatsApp

to contact somebody on WhatsApp, all you need is their phone number, which
could expose you to unwanted messages or calls

messages are end-to-end encrypted which means that the content cannot be
monitored. This means that your child could see or hear harmful or upsetting
content.

live location feature means that your child could reveal their current location
to others

children could be bullied, feel left out or deliberately excluded or removed
from groups

privacy features, such as disappearing and ‘view once’ messages, might mean
that your child feels safe to reveal private or risky information or images.
However, there is always a risk that this could be copied and shared



What can

you do?

@ WhatsApp

safety guide for matters.org
parents

13+ 58% 37%

WhatsApp's Kids aged 3-17 Kids under 13
minimum age who use who use
in the UK WhatsApp WhatsApp

5 tips to keep kids safe on WhatsApp

'I Review privacy settings WhatsApp has a range of privacy and
a security settings to keep users safe. Customise groups, app
access, live location and more.

Customise contacts Show your child how to report and block
& unwanted contacts. Then, work with them to add their friends
and family. Review and talk about their contacts regularly.

3 Talk about personal information Make sure your child under-
stands what personal information is. Talk about the importance
of keeping that information private on WhatsApp.

Show them where to get support If something goes wrong or
O\ they see something worrying on WhatsApp, make sure they
know to come to you, and talk about other sources of support.

Check in regularly Once you've done all of the above, check in
° with them regularly to review settings and how they use
WhatsApp.

Visit https://www.internetmatters.org/resources/whatsapp-safety-a-how-to-quide-for-parents/#whatsapp-




Online Safety Pages
Thf/onhn@sq{:ebg/pagmomoupschoobwebﬁitemb@@sow\oeo}
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technology.




